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Background

• Assessment of Business IT alignment
• Across 24 agencies

Level 0 Level 1 Level 2 Level 3 Level 4 Level 5

Non-Existent Initial Repeatable Defined Managed Optimized

Gove rnance

IT is seen as a utility, business focus
is on IT cost containment; lines of
business funct ion autonomously
(Operational Collaborat ion)

IT not consistently inv olved in
governance meetings, some
collaborat ion occurs on major
business init iatives involving IT ,
focus remains IT cost containment
(Operat ional Collaboration)

Budget is st ill pr imary business- IT
collaboration point; Lines of
business considering shared
automated solutions
(Tactical Collaborat ion)

Business-IT meetings are more
consistent, focused on day-to-day
act ivities; better recognition of IT
value contribution (Tactical
Collaborat ion)

Business-IT meetings are consistent,
focused on short-term, strategic
opportunities; IT value
contribution defined with some
metrics (Strateg ic Collaborat ion)

Business-IT strategic meeting s occur
reg ula lry; IT metr ics are g enerated
automatically ; Trends are reviewed
(Strateg ic Collaboration)

Communication Limited, react iv e, controlled,
informal

Operat ional - Limited proact ive
Project - A d hoc, focused on
problem report ing

Operat ional - Routine
Project - Regular status meetings
Strateg ic - Ad hoc

Operational - Routine
Project - Collaborat ion tools are in
use
Strategic - Regular , hig h- level

Operational - Dyna mic
Project - Metrics Reported
S trategic - Enterprisewide
availability

Operat ional - Dy namic
Project - Real-Time Metrics
Strategic - ROI

Service Provider
Manage ment

No policy or procedures exist
reg arding the management of
service providers

Service provider management is ad
hoc, siloed with inconsistent ly
applied policy /procedure

Service provider management has
some structure/agency wide
oversight;  serv ice providers are
known

Serv ice prov iders are known with
SLA s defining performance
expectat ions; performance is
monitored

S LAs are more specific with non-
performance clauses; performance
report ing is dynamic enabling
manag ement to respond quickly

Service is so well-defined that an
alternat iv e provider can be easily
contracted

Disaste r Recovery D ata is back ed-up with no
understanding of business need

Recov ery capability has been
proven in response to product ion
issues; some critical data is back ed-
up offsite

Disaster Recovery serv ices are
contracted and periodically t ested
with marginal success

Disaster recovery partially a ligned
with agency 's business cont inuity
plan

D isaster recovery is aligned with
the agency 's business cont inuity
plan

Comprehensive disaster  recov ery
capability a ligned with agency-
defined needs

IT Se curity, Risk and
Compliance Efforts are ad hoc and react iv e IT driv es ag ency Security, Risk and

Compliance efforts

IT continues to drive, Risk &
compliance act iv ity is ad hoc; IT
Security subject matter experts are
engaged on major business
initiat ives

Business roles emerge; IT S ecurity
subject matter experts are engaged
on most business initiat iv es; ag ency-
wide view of compliance

Business assumes responsibility for
decision making; IT S ecurity subject
matter experts are engaged on all
dev elopment act iv ity; Risk &
Compliance standardization beg ins

Business defined metrics are
reported and used as input for
ongoing process improvement

Business/IT
Alignment
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Average and Difference
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OIA Agency Conclusions
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Pain points we heard

• Reluctance to engage with agency IT, or a lack of committed and satisfied
business sponsors for IT

• Poorly understood IT-enabled business objectives
• Lack of benefit realization
• A poorly focused agency IT strategy with inconsistent agency IT prioritization

and alignment
• Lack of understanding of all agency wide efficiencies
• Shift in a complex agency IT operating models
• Business frustration with failed initiatives, rising IT costs and a perception of

low business value
• No clear understanding of outsourcing service delivery
• IT limiting the enterprise’s innovation capabilities and business agility
• Insufficient agency IT resources, staff with inadequate skills or staff dissatisfaction
• IT-enabled changes failing to meet business needs and delivered late or over

budget
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Next steps

• Build business outcome driven IT
Governance

• Improve Communication


